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Use Case Specification: Message is transported securely

1. Summary

Message is transported securely

1.1 Name

Message is transported securely

1.2 Brief Description

The purpose of Message is transported securely Use Case is to detail what steps the actor must take in order to achieve this.  Upon successful completion, the actor will have transported the message securely. Application A may send a message to application B. Application will encrypt the message before it sends to application B. Once the application B receives the message, it will decrypt the message to make it usable.

1.3 Actors

	Actor Name
	Role

	System
	

	
	


1.4 Level

User Goal

2. Flow of Events

2.1 Activity Diagram

2.2 Basic Flow

2.3 Alternate Flows

2.3.1 Essential Flows

2.3.2 Exceptional Flows

3. Pre-conditions

General assumption:  It is assumed that the servers and networks are working properly and security service is up and running.

3.1 Trigger Event

The Application A tries to send message to Application B.

3.2 A VALID ACCOUNT

4. Post-conditions

5. Extension Points

6. Special Requirements

7. Issues

