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Project Status Report
1 Ekagra Status Report 

1.1 Project/Activity Name and description

NCI-CB 34552: Common Security Service
1.2 Accomplishments for period 05/01/06 – 05/31/06

· Updated the Scope Document

CSM Team finished updating the scope document. This includes the scope only for CSM and CSM SDK Integration. The CSM caGrid Integration is currently not scope although time has been allocated for the same in the project plan.

· Completed Estimating the Requirements for CSM v3.2

Initial estimates for the list of possible CSM v3.2 requirements have been completed. Based on these estimates a task plan has been developed and presented to the client.
· Completed backward compatibility of the CSM APIs 

The CSM Team performed the backward compatibility of CSM APIs to make sure that they work on JDK 1.4 as well.

· CFR 21 / Part 11 Wrap Up

CSM Team is wrapping up the project and producing the artifacts, status reports etc. required  for the CFR 21/ Part 11 validation by Biopharm.

· Presentation to the GRID community

The CSM Team provided a presentation to the GRID community on integration of both CSM’s Authentication as well as Authorization service in the GRID to provide local security. Also the CSM Team attended the caGRID Architecture Face to Face Security breakout session remotely over the phone.

· Presentation to the caCORE User community

The CSM Team presented the overview and the possible future enhancements for both the CSM and CLM to the caCORE user community.

· Support for other Teams 

The CSM team provided support to C3PR team in their upgrade to use the latest release of CSM & CLM products.

· Worked on other activities

The CSM Team worked on developing and updating various regressions scripts to be used during the v3.2 release. The CSM Team also explored the possibility of connecting to Open LDAP as credential provider.

1.3 Activities Planned for period 06/01/06 – 06/30/06

· Finalize CSM Scope

· CSM 3.2 Use Cases and Supplementary Specification

The CSM team will begin work on new Use Cases and Supplementary Specifications for new features that are to be introduced in the CSM 3.2 release.

· CSM 3.2 Prototyping of certain requirements

Before design phase can be started CSM Team would prototype certain critical requirements to make sure that the proposed solutions are feasible.

· CSM 3.2 Design 

CSM Team would begin designing various requirements for CSM v3.2 release.

· CSM 3.2 Task Plan

Work will begin to put together a candidate task plan for the CSM 3.2 release.

· BioPharm 21 CFR Part 11 Validation

The team will work together with BioPharm to begin the validation process for version 3.2.
· Post Release Support

The CSM Team will provide Post Release Support to the CSM, CLM and CSM SDK 3.1 release.

1.4 Immediate Risks 

See the RiskList_V3.2.doc for a view of the current project risks.
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