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Project Status Report
1 Ekagra Status Report 

1.1 Project/Activity Name and description

NCI-CB 34552: Common Security Service / Common Logging Module
1.2 Accomplishments for period 07/01/07 to 07/31/07
· CSM Instance Level Development- 90% Complete
The team has finished the 90% development of Instance Level Security. The rest is to be completed in first week of August. The primary tasks pending are integrating the Instance level security in the new SDK 4.0 Framework using ACEGI and also how to absorb the new SDK 4.0 generate thick clients for configuring instance level security.
· CSM Attribute Level Development - Complete
The Team has completed the development on the approved design for Attribute Level Security. Team will work with the SDK Team to integrate attribute level security into the new Spring based SDK framework
· Biopharm CFR 21 / Part 11 Review 95% Complete
CSM Team had sent the final documents to Biopharm and have received an Statement of Complaince with some gaps. The team has reviewed the gaps and has sent comments back to Biopharm upon items which we disagree. Biopharm is reviewing our comments and will get back by first week of August
· Support for other Teams – Ongoing
The CSM team provided support by solving various tickets which were received by Application Support. The CSM team moved their databases from the older server onto new tiered servers. Also supported other team like ISPY, cGEMS, CGWB, caXchange. CSM Team also provided post production support for CSM and CLM v3.2
1.3 Activities Planned for period 08/01/07 to 08/30/07
· CSM Instance Level & Attribute Level QA Test Support – To Begin
The team will assist QA in execution of Instance Level and Attribute Level Security. It will aid in preparing test data as well as detailed test cases. If any of the bugs arise from QA testing the CSM team will fix them and provide updated code back to QA for retesting.
· CSM 4.0 Documentation
The Team would start developing the documentation for all the changes in CSM 4.0. It will work with the documentation team to finalize on these documents. CSM Team will also work with SDK Team to provide documentation on how to enable security features for an SDK generated system
· CSM/CLM 3.2 Next Release Scope Planning 

After completion of Iteration 3 (Instance Level Security), the team will revisit requirements for the next Release. Detailed plan would be prepared for this iteration which would include the most high priority requirements. They will be discussed with the NCICB Management.
· Post Release Support

The CSM Team will provide Post Release Support to the CSM, CLM and CSM SDK release.

· CFR 21 / Part 11

The CSM Team will continue working with Biopharm to nail out the final difference and obtain a statement of compliance for CSM
1.4 Immediate Risks 

There are no known immediate risks.
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