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4.0 Test Summary
1. Introduction
This document summarizes the results of the tests performed on the Common Security Module (CSM).  To make these results more meaningful, this document also includes some reference information, testing methodology, and test definitions.  It is recommended to have the reference documents and GForge bugs/feature requests available while examining this document.  All documents referenced here are available in CVS.
2. Scope
Since there are many detailed documents regarding the tests performed on the CSM system, this document will only provide summary information.  It is not intended to report on ALL of the defects found or tests run, but to give highlights of the testing process and significant milestones.  To prevent unnecessarily lengthy lists of bugs/feature requests, this document will only discuss the bugs/feature requests relevant to the 4.0 release.  Relevant bugs/feature requests include: bugs that effect major functionality, official release notes, and new features added to CSM for the 4.0 release.  Bugs/feature requests that were not addressed in the 4.0 release can be found in GForge as a “Future Release” candidate.  
In addition, since Unit Testing is a task for the development team and does not involve test cases, it will not be covered in this document.  

3. Documents and Test Definitions

3.1 Document References

The documents listed below and the bugs/feature requests in GForge are the source of all of the statistics quoted in this document.  These documents, and other supplemental documents, can be found in CVS under the CSM project.

· Test Cases_CSM_4.0 (part 1).xls,  Test Cases_CSM_4.0 (part 2).xls – List all tests performed on CSM v4.0.  These documents, along with the CSM_Traceability_Matrix.xls, make up the CSM traceability matrix.  

· Traceability Matrix_CSM_4.0.xls – Lists all of the documented requirements and the corresponding test cases

3.2 Testing Definitions
Since there is some ambiguity in the exact meaning or implementation of these QA terms, the following terms are defined as they relate to the CSM project.  

· Unit Testing - Controlled evaluation in the development step to ensure that one component of program code performs as defined in the specification.  CSM Unit Tests were largely done with the file TestClient.java.  This file was modified to accomplish the desired low-level, independent unit tests.

· Integration Testing – Controlled evaluation performed to ensure that a collection of programmed units work together to produce expected results as defined in the functional requirements. CSM modified testing scripts to incorporate a series of related or dependant method calls.  

· Systems Testing – Controlled evaluation of an application in the context of a system to ensure that the application works within the system environment.  CSM’s system tests were executed by manually testing the UPT.  

4. Testing Methodology Summary

The CSM team implemented a testing methodology that quickly and efficiently ensured quality throughout the system.  At each stage of the development life cycle, the CSM team systematically executed all of the test cases.  When a bug was found, it was immediately posted into GForge and fixed by the developers.  Once fixed, a new build of CSM was made and the bug fix was reviewed by QA to ensure the test case passed successfully.  Each bug in GForge that was fixed includes information about how it was fixed and what test cases were executed to verify the fix.  
5. Test Team and Environment
5.1 Project Team

The following team members participated in testing for the Common Security Module:

· Charles Griffin 
   – Project Manager 
· Kunal Modi 
   – Team Lead
· Vijay Parmar
    – Senior Engineer 

· Steve Hunter         -- QA Resource

· Aynur Abdurazik  – QA Resource

5.2 Test Environment
Below is a summary of the testing environments used for this release.  Some of the test cases required a mix of the configurations listed below.  These test cases (and all other CSM 4.0 test cases) can be found in CVS in the Test Cases_CSM_4.0 (part 1).xls and Test Cases_CSM_4.0 (part 2).xls document.  
· Local Configuration
· OS: Development tier - Solaris (Unix), Local Machines – Windows 2000/XP

· Application Server:  JBoss 4.0.5
· Database: MySQL

· Java Technologies:  Hibernate 3.0.5, Log4j 1.2.8

· Web Browser:  IE 6.0+, Mozilla Firefox 2.0.0.9
· QA Server 
· OS: Solaris (Unix)

· Application Server:  JBoss 4.0.5.GA
· Database: MySQL

· Java Technologies:  Hibernate 3.0.5, Log4j 1.2.8

· Web Browser:  IE 6.0+, Mozilla Firefox 2.0.0.9
· Staging Server
· OS: Solaris (Unix)

· Application Server:  JBoss 4.0.5
· Database: MySQL

· Java Technologies:  Hibernate 3.0.5, Log4j 1.2.8

· Web Browser:  IE 6.0+, Mozilla Firefox 2.0.0.9
· Production Phase

· OS: Windows 2000

· Application Server:  JBoss 4.05
· Database: MySQL

· Java Technologies:  Hibernate 3.0.5, Log4j 1.2.8

· Web Browser:  IE 6.0+, Mozilla Firefox 2.0.0.9
6. Test Execution Summary
The sections below summarize the test cases that were executed on the CSM and CLM application.  Though many test cases were done on multiple environments, the majority of the test cases were executed on a local configuration.  This approach allowed the CSM team to change configurations without disrupting other tools by constantly restarting JBoss.  To ensure continued compatibility with the non-primary testing environment, cursory tests were done on each of the non-primary environments.  
The statistics below refer only to the defects that were recorded in the test case document for the given test environment.  Some defects were excluded from this document because they were either invalid, or unimportant, or duplicate, etc.  For a comprehensive list of defects, refer to GForge (http://gforge.nci.nih.gov/).
6.1 Test Summary by Environment
This summary report is organized by test environment.  The information presented in this section combines all of the various types of test cases executed within a given phase.  
6.1.1 Local Configuration

Testing Methodology 
– Integration, System

Test Executors 

– Steve Hunter (QA) and Aynur Abdurazik (QA)

# of Test Cases Defined
– 90
# of Test Cases Executed
– 87
# of Test Cases Passed
– 86
# of Test Cases Failed
– 1 (end result after fixes)
# of Bugs Found

– 31
# of Bugs Fixed 

– 31
# of Bugs Open

– 2 (Published in Release Notes)
6.1.2 QA Server
Testing Methodology 
– Integration, System
Test Executors 

– Steve Hunter (QA) and Aynur Abdurazik (QA)
# of Test Cases Defined
– 24 
# of Test Cases Executed
– 24
# of Test Cases Passed
– 24
# of Test Cases Failed
– 0
# of Bugs Posted 

– 0 
# of Bugs Fixed 

– 0
# of Bugs Open

– 0
6.1.3 Staging Server
Testing Methodology 
– Sanity/Brush Test
Test Executors 

– Aynur Abdurazik (QA)
# of Test Cases Defined
– 1 (Brush Test)
# of Test Cases Executed
– 1
# of Test Cases Passed
– 1
# of Test Cases Failed
–0
# of Bugs Posted

– 0 
# of Bugs Fixed 

– 0
# of Bugs Open

– 0 
6.1.4 Production Server
Testing Methodology 
– Sanity/Brush Test 

Test Executors 

– Aynur Abdurazik (QA)
Test Date Range 

– 11//2007 - 11/09/2007
# of Test Cases Defined
– 1 (Brush Test)
# of Test Cases Executed
– 1
# of Test Cases Passed
– 1

# of Test Cases Failed
– 0

# of Bugs Posted 

– 0
# of Bugs Fixed 

– 0
# of Bugs Open

– 0
6.2 Test Cases Not Executed

A number of test cases were not executed due to the change in scope that invalidated all tests involving inherited security. These invalid test cases are listed below.  

	Test Case ID
	Short Description
	Purpose
	Reason Not Executed

	CSM_4.0_1.2.4_tc1


	Supporting Inherited security for one level parent
	Ensure that security can be inherited from one level parent for objects
	Scope change – inherited security implementation is not included in CSM v4.0

	CSM_4.0_1.2.5_tc1


	Supporting Inherited security for more than one level parent
	Ensure that security can be inherited from more than one level parent for objects
	Scope change – inherited security implementation is not included in CSM v4.0

	CSM_4.0_1.2.6_tc1


	Supporting Inherited security for aliased parent
	Ensure that security can be inherited from aliased  parent for objects
	Scope change – inherited security implementation is not included in CSM v4.0


7. Bug/Feature Request Summary
This section summarizes the bugs/feature requests for CSM and CLM version 4.0.  Each bug/feature request listed below has a GForge reference ID and a short description.  The items are grouped by priority.  As requested by NCICB, some of the items listed below are scope items posted into GForge.  Details of these bugs, scope items, and feature requests can be found in the CSM GForge project at http://gforge.nci.nih.gov/.
7.1 GForge Grand Totals

Below is a summary of all of the items assigned to version 4.0  in the GForge bug tracker.  This includes scope items, defects of any status, feature requests, etc.  For the most current status of these items, refer to http://gforge.nci.nih.gov/.
7.1.1 Common Security Module (CSM)

Total # of Gforge items assigned to v4.0:
33
· Fixed


26
· Release Note Candidate
2
· Invalid


2
· Cannot Reproduce
0
· Other


3 (includes deferred, open, duplicate, as designed, etc.)

7.1.2 Common Logging Module (CLM)

Total # of GForge items assigned to v4.0:

0
· Fixed



0
· Release Note Candidate

0
· Invalid



0
7.2 Bugs, Feature Requests, and Scope Items Fixed

7.2.1 Common Security Module (CSM) – Total Closed Fixed = 22
By Steve Hunter

· #3422 - Warning of truncation occurs with fewer than the max (truncation removed - see comments)
· #5986 - User remains locked out indefinitely
· #6059 - Inconsistant lockout time with small values
· #6060 - Update documentation on using ApplicationSecurityConfig.xml
· #6100 - In DataPrimingPostgres.sql - replace parmarv with standard input text
· #6121 - Catch exception when Test Connection with blank parameters
· #6123 - Does not display PEs and Privileges
By Aynur Abdurazik
· #8571 - No response to incorrect username and password to database connection at user interface
· #8760 - UPT jar file upload does not work in Firefox
· #8762 - Reset in Enter New Filter Details page does not work
· #8763 - Choosing gov.nih.nci.cabio.domain.Protein in "Enter new Filter" page gives error message
· #8765 - Remove button on "Enter New Filter" page (for "Filter Chain" field) does not work
· #8771 - Selecting "Add new filter" before uploading the jar file does not give proper feedback to the user
· #8772 - Selecting "Select an Existing Security Filter" option before "Upload Jar File" does not give proper feedback
· #8776 - Instance level description Text and links do not match
· #8777 - Add New Filter UI problem: page link description does not match the names and functionalities of links
· #8779 - Can not add new filter clause
· #8783 - Associating a newly created protection group to parent protection group gives error
· #8859 - Repetition of class names in the Filter Chain drop down list
· #8865 - Selecting the ProteinImpl class in Filter Chain gives error message
· #8866 - Nothing is shown for PublicationSource in Filter Chain
· #8867 - Filter Chain tail (ending edge of the model) is not handled properly
· #8899 - Invalid SQL updated
· #8920 - Can't add new filter for Gene using Gene self
· #8969 - Description of workflow and actual work flow discrepancy
· #8993 - Protection element for TargetImpl does not work correctly
· #8995 - PE creation accepts invalid values
· #9158 - Can't upload SDK jar file
· #9197 - After uploading a wrong jar file, cannot upload correct jar file.
7.3 Official Release Notes
7.3.1 Common Security Module (CSM)
· The getSubject method of Authentication Manager has not been implemented.

· Incorrect initial focus on the user search and create pages to second field on the page.

7.3.2 Common Logging Module (CLM)
· No release notes.
8. Conclusion

As this document indicates, every aspect of CSM and all of the 4.0 changes have been thoroughly tested.  The testing methodology soundly covers all aspects of the CSM project and guided our team to the production of a solid product.  The few bugs that remain unfixed were determined to involve too much risk to the integrity of the program, and they were therefore added to the CSM 4.0 release notes.  Because of the thoroughness of the testing done, the CSM team does not foresee any major issues appearing in the 4.0 release.  We look forward to similar success in future releases of CSM.
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