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1 Introduction

The National Cancer Institute’s (NCI) Cancer Electronic Health Record, or “caEHR”, project will develop service specifications that will work in concert with existing EHR systems to address the unique needs of the ambulatory oncology community and addresses, in particular, the need for that community to work effectively within the broader research and oncology care environments.

This document describes the methods used to verify and validate conformance to architecture guidelines laid out in the ECCF Implementation Guide as required for the Quality Assurance aspects of the caEHR project.

This version of the document outlines the state of the Architecture Test Plan as of the end of Release 1 of the caEHR Project.

1.1 Architecture Test Approach
Architecture provides a structure or structures to allow software components to be developed which support business needs. These business needs are manifested through requirements, use cases, and other inputs. In other words the architecture is the structure that will allow the requirements to be met in a reasonable way. 
A combination of methods should be employed against such a complex system. As referenced in the ECCF compliance implementation guide a standards based approach is required. One such standard is OMG’s Model Driven Architecture (MDA). MDA dictates a layered specification approach which must be considered during the quality effort. This layered approach allows for business and application logic to be abstracted from each other. Cross-cutting the MDA specification layers are RM-ODP viewpoints which expose the intersection between architecture and specific needs of the stakeholders. 
The quality effort should focus on these key intersections but also consider a generalized framework. Generalized statements should focus on architecture as a dependency to support subsequent releases, support reuse in the context of the product line, and assessment of supplementary qualities such as performance/availability/portability/and security. The purpose of general areas is to encourage feedback back to analysis and architecture from the quality effort to improve conformance statements and increase confidence in a compliance suite.
1.1.1 Architectural Representation and Traceability
The organization and structure of caEHR artifacts should comply with the ECCF compliance framework with the mandate of defined conformance statements that provide traceability across layers. If an architectural requirement is found outside this collection it should be brought into the management of the system.
Key architecture artifacts are as follows.

· Conceptual Artifacts.

· Conceptual Functional Service Specification (CFSS).

· Common Information Model (CIM).

· Platform Independent Model (PIM).
· Platform Specific Model (PSM).

· TBD / EA?
1.1.2 ESST Specification Review Criteria

The criteria have been provided to service as guidance for the overall contents of artifacts. This test plan will include that matrix.
1.1.3 Assuring Platform Independence
At the architecture level artifacts must pass through a chain of transformations from conceptual artifacts (CIM/CFSS) to PIM through PSM and finally to implementation. Specifications should not dictate implementation or frameworks. The quality effort should verify that its working artifacts are compliant with existing templates and stay true to their definition.
For example a base PIM should be defining business functionality and behavior in a technology independent way. Technological considerations do not intrude at this stage.
1.1.4 General Architectural Review

Generalized review is required because architecture depends on abstractions, or simplifications, of the entire design, in which important characteristics are made more visible by leaving details aside.
· Reviewing project scope, goals and constraints.
· Use Case and Activity Diagram review while identifying points at which architecture supports significant functionality.

· Identifying architecturally important design packages outside of CIM and PIM.

· Decomposition of components into lightweight and heavyweight processes to assess individual impacts on the system.

· Supports deployment and configuration plans.

· Data view to review the impact of persistent data within the system.

· Size, scale, and performance characteristics and patterns.

· General quality examination for extensibility, reliability, portability, etc…
· Interaction between architectural level components. These may be functional profiles communicating amongst themselves.
· Integration level considerations including target system integration points and compatibility.

· External adopted standards upon which we depend and their affect.

1.1.5 Conformance Statements
Architecture artifacts require the definition of “conformance statements” which are testable and verifiable representations of explicit assumptions made by a specification. 
· Conceptual Artifacts (CFSS/CIM)

· Platform Independent Model (PIM) specifications.
· Test cases created to address conformance statements ensuring coverage.
The collection of test cases generated may be executed against an implemented system if the system successfully passes these tests it is deemed “compliant.” As the conformance statements are technology are technology agnostic so should the compliance suite. In the case of caEHR an example of this would be a compliance suite built from a web service client interacting with a defined web service operation.
1.2 References
The following caEHR artifacts are relevant to the creation of this document:

	Artifact Log #
	Artifact Name
	caEHR Team
	RFP Deliverable Reference
	Key inputs / Dependencies
	Expected Content

	12
	Scope & Vision - Project
	Analysis
	
	
	Overall project and business capability scope

	20
	Quality Requirements Plan
	Analysis
	Software Architecture Specification
	Deployment Scenarios, Stakeholder input, Product Owner
	Reliability, performance capacity, security, extensibility/configurability, industry standards and conformance, client deployment, auditing, data integrity, usability, supportability and general principles (e.g., ROI)

	
	Analysis Management Plan
	Analysis
	
	Quality Architecture Plan
	Detailed architecture capture process

	21
	Conceptual Functional Services Specification (CFSS)
	Arch
	TIRA
	BAM, Use Cases, DAM
	Description, Scope, Justification, Structure of Service, Context, Operations, Functional and Semantic Profiles, System Iterations, Conformance and Compliance Statements, Relevant Standards

	
	CIM
	ARCH
	TBD
	TBD
	

	35
	Service PIM
	Arch
	
	Conceptual Service Specification, Relevant Information Models, BAM, Use Cases, DAM
	Relationship to CFSS, Information Model, Data Type Definitions, Operations, Profiles, Behavior/Dynamic Model, Conformance Statements, References, and Glossary

	76
	Master Test Plan
	QA
	Test plan document
	Scope/Vision, SAD
	Overall Quality Assurance test plan

	77
	Component Test Plans
	QA
	Test plan document
	Iteration plan, Sprint plan, Sprint req’s
	Test plan for the sprint level architecture

	81
	System Test Plan
	QA
	Test plan document
	Scope/Vision, SAD, Release Plan
	Test plan for the entire system, its components and interactions

	90
	Deployment Scenario x Test Plan
	QA
	Test plan document
	Deployment Scenario x use cases
	Test plan to verify deployment scenario, environment req’s & deployment


	TBD
	Architecture Test Plan
	QA
	Test plan document
	CIM, CFSS, PIM, TBD
	Collected Conformance Statement and Assertions.


For initial, high-level context, the reader is directed to the caEHR Master QA Plan document (artifact log #76), which describes testing terminology definitions and overall scope and approach to Quality Assurance on the project.

1.3 Referenced Standards

· BRIDG Model (http://www.bridgmodel.org) 

· HL7 RIM (http://www.hl7.org)

· HL7 Clinical Document Architecture (CDA)  Standards (https://www.hl7.org/implement/standards/cda.cfm):

· CDA Release 2

· Continuity of Care Document (CCD) Release 1

· Implementation Guide for CDA Release 2: Consultation Notes (U.S. Realm) Draft Standard for Trial Use Release 1

· ISO 21090 (https://wiki.nci.nih.gov/display/EAWiki/ISO+21090+Data+Types)

· ASTM E2369 Standard Specification for Continuity of Care Record (CCR) 

· HITSP/IS107 EHR-Centric Interoperability Specification 

· HITSP/IS09 Consultations and Transfers of Care

1.4 Definitions, Acronyms and Abbreviations

TBD
1.5 Scope
1.5.1 In Scope

The Architecture Test scope includes the following.

· The architecture supports all conformance statements.
· The architecture supports all non-functional requirements.

· The caEHR implementation (PSM) conformance assertions.

· TBD

1.5.2 Out of Scope

Considered beyond the scope of the caEHR Architecture Test Plan:

· The scope is restricted to architecture traceability.

· Compliance activities, as defined in the Master QA Plan.

· Architecture is assumed not to be the overarching enterprise framework but for specifying interoperability between key elements such as services.

· TBD.

1.6 Roles and Responsibilities
The following teams have roles associated with supporting the architecture.
1.6.1 Analysis DSL/Stream

Responsible for:

· Develop Use cases and requirements in collaboration with the Adopters.  This forms the basis for test case development.

· Evaluate and approve implementation of architecture management tool.
1.6.2 Architecture DSL/Stream

Responsible for:

· CFSS – Conceptual Functional Service Specification

· PIM – Platform Independent Model

· PSM – Platform Specific Model

· Ensure architecture flow from CFSS to PIM to PSM

· Identification of Non-functional architecture
1.6.3 Development DSL/Stream
Responsible for:

· SAD – Software Architecture Document

· PSM – Platform Specific Model
· Develop the system/application

1.6.4 QA DSL/Stream

Responsible for:

· Develop the Architecture Test Plan

· Ensure architecture is aligned with conformance statements
· Create the Architecture Test Report
1.6.5 Continuous Delivery Operations (CDO) Stream

Responsible for:

· Support of the Continuous Delivery environment

2 Test Methods
This section outlines the usage of a combination of methods to approach verification of the architecture. ECCF conformance statements, viewpoints, and conformance assertions are used to develop a set of testable and verifiable statements. Generalized statements about software architecture may be utilized to add additional coverage beyond ECCF.
2.1  Architecture Test Artifacts

Architecture Test will produce two key artifacts:

	Artifact #
	Artifact Name
	RFP Deliverable Reference
	Key inputs / Dependencies
	Expected Content

	TBD
	Architecture Test Plan
	Test plan document
	Conformance Statements
	This document

	TBD
	Architecture Test Report
	TBD
	TBD
	Release-based report indicating compliance of a particular implementation.


2.2 General Architectural Review
The software architecture should be reviewed from different aspects to ensure quality from each perspective.
General architecture review may be considered exploratory because it’s anticipated that these will contributing back to the analysis and architecture team for translation into conformance statements.
An example of an external dependency could be BRIDG Model and or HL7 data types.
An example of an architecture supporting integration between functional profiles would be a ReferredFrom Provider (from Actors) initiating a ReferralOrder revising the ReferralOrder in the ReferredTo system. This is outlined in the CFSS section 6.2 “Modify Referral Order”. 
2.3  Conformance and Compliance Example
Conformance statements are currently contained within TBD documents. When they are provided a conceptual method to arrange testing would be as follows.

The columns of the table provide the following.
· Name given to conformance assertion.
· Viewpoint conformance assertion is relevant to.
· The matching conformance statement.
· The conformance assertion as provided in platform specific specification document.
· The revised/expected conformance assertion based on the one provided by developer. In many cases, the conformance statements are listed as assertions as well. To be able to test the assertions the statements are revised and/or cited relevant sections from platform independent specifications document.

· The suggested test methods/artifacts to test the conformance assertion.
	Name and ID
	Viewpoint
	Conformance Statement
	Description of Conformance Assertion (as found in original document)
	Conformance Assertion (Revised/Expected) 

	Test method 

	NCI's version of BRIDG 2.1 conformant. ID 14.3
	Informational
	Conformance Statement by CAT: The <service name> service must support NCI's version of BRIDG 2.1 model in all their operations.
	The semantics of the Person representation are conformant to BRIDG 2.1.
	The semantics of the Person representation are conformant to BRIDG 2.1. 

	Design Review, 
Inspection of WSDL


Upon execution the statements are executed against the implemented system with assertions.
2.4 ESST Specification Review

This includes examples for CFSS (CIM), PIM, and PSM review criteria. The complete spreadsheet is checked in here.
CIM Review Examples

	CIM Criteria

	 

	Is the latest CFSS template used?

	Is the version number of the document correct? Is it used consistently throughout the document? 

	Are page numbers included throughout the document? 

	Is the purpose of the service clearly stated?

	Does the service have a unity of purpose? (E.g., focus on a workflow or entity)

	Is the potential value delivered by the service clear?

	Is there a clear and brief description of the service and its capabilities in business terms?

	Are the scope items clear and unambiguous? 

	Do the scope items map to the scope described in the Scope and Description document for this service? 

	Is the source of each scope/out of scope item clearly identified?

	Review each Assumption for clarity and implications for viewpoint

	Does the storyboard overview provide sufficient background context and motivation for the storyboards? 

	Are the people actor roles clearly defined and realistic? 

	Are the system actors clearly defined and realistic for the scenario? 

	Is each storyboard realistic? Does it define a real-life business scenario that illustrates a potential use of the service? 

	If the storyboards are complex is a UML Activity diagram included to help describe the workflow? 

	If an Activity diagram is included, does it use swim lanes to differentiate activities by Actor role?  Are activities and decision points clearly labeled? 

	If a diagram is included (e.g., an Activity diagram) is it labeled correctly and consistently with other diagrams? If the source of the diagram is another document is this clearly indicated?

	Does the structure of the service (its list of capabilities) correspond to the activities described in the storyboards? Does the list of capabilities seem complete or is there anything missing? 

	Are the names of the capabilities clear and understandable? Do they reflect their descriptions?

	If a capability creates an object then it should be prefixed with the word "create". If a capability initiates the creation of an object then it should be prefixed with the word "initiate".

	For each detailed capability definition, are the pre-conditions, input, output, and post-conditions (where applicable) clearly specified and complete? 

	For each detailed capability definition, is a clear statement made of the security pre-conditions required to invoke the capability? E.g., an authenticated user with valid privileges of a Study Registrar. 

	If a capability creates an object, then it should return back the entire object populated with the object identifier, and any additional attributes which are created and populated during object creation.

	If a capability updates an object, then it should accept as input the entire object with attributes containing changed values where appropriate, and unchanged attributes containing their old values. 

	If a capability updates an object, then it should return back the entire object including updated attribute/values and any attribute values that were calculated based on the updated input.

	If a capability deletes an object, then it should have the word "Delete" as a prefix and should state that it actually deletes the object from the database. A soft delete, where the object is not actually deleted from the database, but placed into a deactivated state should be achieved by using a "Change_State" capability.

	For each capability, are the identified exceptions adequate and consistent?

	Do the proposed Functional Profiles (groupings of capabilities) make logical sense?

	Does each proposed Functional Profile have a description which illuminates its business context? 

	Does the proposed Semantic Profile clearly identify the Analysis or Constrained Information model used to define the inputs/outputs of the capabilities of the service? Does it identify the version of the model used?  

	Are the Compliance Profiles clearly defined? 

	Are the Run-time interaction details clearly shown (preferably in a sequence diagram) for those scenarios where the service is involved in complex interactions (or has dependencies) with other services, or where there are scenarios that use multiple capabilities of the service in specific sequences?

	Are dependencies on other parts of the caBIG™ architecture (specific services, APIs, etc) clearly named and identified? 

	If the service has to support a federated multi-site architecture, or has some special distributed processing requirements then this should be clearly described, preferably with an accompanying diagram. 

	Are all of the conformance statements testable? Does each statement clearly state its test criteria?

	If the service is consumed by a UI, is an acceptable value for query performance given? 

	Does the service described in the CFSS point to a need to support multiple concurrent users at the same time? If so, there should be a conformance statement to this effect with a count of the number of users that should be supported concurrently.

	Do the business scenarios describe a situation(s) with a potential high transaction load? If so, then there should be a conformance statement to this effect with the required number of transactions to be supported per unit timeframe.

	Do the business scenarios described in the storyboards point to a need for a high availability system with very limited downtime? If so, then there should be a conformance statement to this effect with a value for the required percentage uptime expected for this service.

	Do the service description point to a need to provide access to the service, even in the event of a failure? If so, then there should be a conformance statement to this effect stating that a hot backup of the service is necessary.

	Does the service description point to a need for a Functional Profile to be restricted in its accessibility to only within the bounds of a given institutional boundary? If so, then there should be a conformance statement to this effect stating that profile should be deployed only within the owning institutional boundary, restricting access and visibility from the outside world. 

	Is there a conformance statement which states the minimum conformance profile that is required to be implemented in order to claim conformance with the service being defined?

	Is there a requirement for processing (e.g., from a query) a minimum volume of data (number of records) within a set time frame? If so, then there should be a conformance statement to this effect stating the number of records to be processed in a unit time period.

	Is there a requirement to support a certain number of transactions per time period? If so, then there should be a conformance statement to this effect stating the number of transactions required per unit time period.

	Depending upon where the service is to be deployed it may fall under federal regulations, e.g., Federal Information Security Management Act (FISMA). If this is so, there should be a conformance statement stating that the service will adhere to all the applicable federal guidelines. The actual list of guidelines should be provided in the PSM. 

	If the service is to be deployed at a non federal jurisdiction (e.g., IRB) then there should be a conformance statement stating that the service will adhere to all applicable local and state guidelines. The actual list of guidelines should be provided in the PSM.

	If the service can be deployed at both federal and local jurisdictions then there should be a conformance statement stating that the service will adhere to all applicable federal, state and local guidelines. The actual list of guidelines should be provided in the PSM. 

	If data served by the service is private, or identifiable, or classified as secured, then there should be a conformance statement stating that an access control mechanism needs to be in effect to restrict access to the secured data.

	Based on the nature of the data and the intended consumers of the service, it may be necessary to restrict the service to only providing de-identified data, even though the service stores identifiable data internally. If this is so, then there should be a conformance statement stating that the service (or a particular profile offered by the service) provides access to only de-identified data. 

	If a service has a conformance profile that is mandatory, then there should be a conformance statement stating that an implementation must implement that profile and make it available to consumers. 

	Does the service have to conform to NCI's constrained list of ISO 21090 data types? If so, then there should be a conformance statement stating that the service must implement NCI's constrained list of ISO 21090 data types. 

	The service must adhere to the information model referenced in the semantic profile (e.g., BRIDG 2.1 Adverse Event). There should be a conformance statement stating that the service supports the information model referenced in the semantic profile. 

	Does the service offer capabilities which create, update and delete data? If so, then there should be a conformance statement defining the obligation of the service implementer to log details of each call which impacts the database suitable for audit purposes.

	Are the correct standards referenced (e.g., HL7v3, CDA, BRIDG 3.0.1, ISO 21090 Data Types)?

	All links to referenced documents must be correct and current. 

	Are all terms and acronyms defined in the glossary? Definitions must not be circular.

	The cross reference table which lists Storyboards should be complete (all storyboards are represented, and all other fields including the source of the storyboard are filled out.

	The cross reference table which maps storyboards to capabilities must list all storyboards and show all corresponding capabilities. Check for any missing capabilities. 

	Is the reference table which lists Actors complete? Are Actors mapped to the correct functional profile and are the capabilities used by each Actor correct? 


PIM Review Examples
	PIM Criteria

	Is the correct and latest template used ?

	Are the service version and names accurate and in line with NES?

	Is the purpose of the service clearly stated in the overview ?

	Does the PIM adhere to all the standards specified in the CFSS? Also any additional standards specified in the PIM are in line with the caBIG specifications (e.g. NCI's version of ISO 21090, HL7v3 RIM implementation etc)

	Is the version number & link of the CFSS which the service is adhering to accurate?

	Are all the deviations from the CFSS noted and valid ? These can be functional as well as semantic deviations

	Ensure that the PIM adheres to all the Compliance Profiles listed in CFSS. i.e. implements all associated functional profiles and follows the semantic profile - Unless specified in the deviations

	Are dependencies on other parts of the caBIG™ architecture (specific services, APIs, etc) clearly named and identified? 

	Are assumptions valid? Are assumptions consistent with the CFSS?

	Review each Assumption for clarity and implications for viewpoint ?

	Are the deployment models listed accurate and do they satisfy the business use cases?

	Ensure that all the necessary regional, regulatory and proprietary jurisdiction controls are listed.

	"Are all the primary object types for the service listed ? A service can have more than one primary object type. 

	Ensure that the attributes in the diagram and the table explaining the object match.

	Also ensure that the object complies with the BRIDG or the BRIDG harmonized DAM."

	Ensure that the implementation model complies to BRIDG or the BRIDG harmonized DAM. Classes can be added to the model to support the use case. Also attributes can added to the existing classes. There can be no deletion or modification of BRIDG or BRIDG Harmonized DAM classes

	Is a UML Diagram depicting all the classes that are not part of BRIDG or BRIDG Harmonized DAM provided ?

	Does the error class contain all the information necessary to respond the 

	Classes specified in this section are accurate and shown in section 2.3.3. Also they match with the operations in section 3.3

	Error codes in the table and details operation descriptions contained in section 3.3 match

	Classes specified in this section are accurate and shown in section 2.3.3. Also they match with the operations in section 3.3

	Ensure that the interface names in section 3.1 and 3.2 match up

	Ensure that the grouping of operations into Interfaces is logical and follows basic UML principles such as composition, inheritance etc.

	All the security pre-conditions exist and are valid

	Ensure that the inputs and outputs used are consistent with the implementation model in section 2.3.3

	Ensure that the sequences of events and the interactions with other services are accurate

	Ensure that the functional profile names and numbers are accurate as mentioned in CFSS

	Do all of the operations match with their corresponding capabilities in the CFSS?

	If a diagram is shown in section 5.1, it should depict all the operations distributed into functional profiles. 

	Semantic profiles should be consistent with CFSS

	The service interactions shown in section 6 should match with the collaboration diagram show in section 4

	The data exchanged between the service interactions should be valid based upon BRIDG or BRIDG based DAM

	Are all the Conformance statement from the CFSS expanded at the platform independent level? Are the newly added conformance statements accurate from the perspective of their viewpoint?

	All the links shown in the Reference are latest and correct

	Are all the abbreviations used in the document mentioned in the Glossary ?

	Refer back to the CFSS and ensure that the traceability matrix is completely correctly filled in PIM Section 10.


PSM Review Examples
	PSM Criteria

	Is the correct and latest template used?

	Are the service version and names accurate and in line with NES?

	Is the purpose of the service clearly stated in the overview?

	Is the scope provided clearly? Check for items that are mentioned out of scope and verify if that is ok

	Does the PSM adhere to all the standards specified in the PIM? Also any additional standards specified in the PSM are in line with the caBIG specifications (eg. SOAP 1.1, SAML 1.0 etc)

	Is the version number & link of the PIM which the service is adhering to accurate?

	Ensure that the PSM adheres to all the Compliance Profiles specified in the PIM. Basically implements all the functional profile and follow the semantic profile. If not add then deviations are noted either in this section or in the scope section

	Are the interactions shown in the section compliant with those shown in PIM. Also the PSM should show only technical interactions and not just replicate the business interactions which are shown in the PIM

	Does the Domain Model describe the domain model? Does it provide links to the XSD or Javadoc APIs (or any other specifications based on the technology used) for the Domain Model?

	Are the technologies mentioned accurate and relevant

	Are assumptions valid? Are assumptions consistent with the CFSS?

	Review each Assumption for clarity and implications for viewpoint?

	Are dependencies mentioned valid? Also are all the dependencies on other services, infrastructure and technologies listed ?

	Are the interface names relevant to the kind of functionality they provide ? Are links provided to the WSDLs or Javadocs for the interfaces?

	Are the links to XSDs or Javadocs provided for inputs and outputs

	Are proper security control based on the technology used mentioned? Also they match which those mentioned in PIM

	Is the UML model accurate representation of the message model? Note: The message model can be different from the information model <????>

	Are all the attributes in the Message information model described appropriately? Is it in line with the Information model in PIM <????>

	Are all the possible actors for the service listed ? In PSM the actors are defined in terms of technology / deployment and not at business level. Hence, actors can be other services, front end applications, back end systems etc. 

	Is there service interaction for each of the actors? Also is it in line with those show in PIM ?

	Is the data exchanged between the service interactions should be valid BRIDG or DAM based data as described in PIM? Are the XSDs or Javadocs provided for the messages?

	Are all the security controls in place for ensure proper authentication and authorization 

	If any of the subsection is answered yes, then are there details provided?

	Do the audit requirements specify Operations and functionalities which need to be audited?

	Do the audit requirements specify Objects which need to be audited?

	Does the audit section specify the technology which should be used for audit purposes?

	Does the section list down all the object which contain identifiable or protection information and need to be protected? Also does it  list the control in place to ensure privacy ?

	Is error handling mechanism provided in depth? Is it consistent with other services? 

	Does the Deployment Details provide details about deployment modes, scalability, performance, discovery, uptime, failover etc?

	If any additional constraints are provided are they valid?

	Do the conformance assertions properly satisfy the conformance statements mentioned in PIM?

	Are all the relevant standards listed properly?

	Are all the abbreviations used in the document mentioned in the Glossary?


2.5 Compliance Reporting
Compliance reporting is expected to provide the difference from the conformance statements and a system attempting to prove compliance. An implementation isn’t compliant until all assertions made satisfy the statements.
Name and Unique Number – All statements will be identified by a unique ID.

Viewpoint Type – Type of the conformance assertion.
Artifact - The artifact and sections relevant to conformance statements/assertions.

Conformance Statement Text – Brief description of the requirement as it is described in the PIM.

Conformance Assertion – Statement provided by the system attempting to prove compliance (a provided PSM).

Test Method – Test Case categories will help quantify where defects occur more frequently in the software.

3 Toolset

· TBD. Shouldn’t tools be referenced in a common document?

3.1 Conformance Statement Management

A tool will be installed to manage software requirements, use cases, and conformance statements.
3.2 Defect Management

A tool will be installed to manage communication between those performing the quality effort and architecture.
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�ECCF guide doesn’t specify a CFSS but one exists in the document templates. How to resolve this?


�The PSM is created by ESD per a specific implementation. Architecture test plans will need to be specific to an implementation.
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