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Computational Independent Model and Service Specification Overview
Introduction

The Computational Independent Model (CIM) is intended to provide a means for the project team to focus the enterprise on what it is doing and why it is doing it.  All concepts for the related project or projects will flow from/through the CIM.  The CIM includes the following:

· Vision

· Scope

· Business Context

· Storyboards

· Use Case Specifications (Activity Diagrams)

· Use Case Realizations

· Business Operations, including traceability

· Profiles

· Implementable Information Model

· Architectural Proof-Of-Concept/Mockup

· Wire Frame Diagrams

· Dependencies

· Glossary

The CBIIT Development Framework Methodology is the methodology followed to define specifications for services and applications for the National Cancer Institute (NCI) under the auspices of the Center for Biomedical Informatics and Information Technology (CBIIT). The methodology sets out an overall process, and also defines the responsibilities of the Computational Independent Model Service Specification (CIMSS) .   The CIMSS is the formal specification of the Computational Independent Model for CBIIT.

Service Definition Principles

The high level principles regarding service definition are as follows:

· Service Specifications shall be well defined and clearly scoped and with well understood requirements and responsibilities.  

· Services should have a unity of purpose (e.g., fulfilling one domain or area) but services themselves may be aggregated.

· Services will be specified sufficiently to address functional, semantic, and structural interoperability.

· It must be possible to replace one conformant service implementation with another meeting the same service specification while maintaining functionality of the system.

A Service at the CIMSS level is regarded as a system component; the meaning of the term “(system) component” in this context is consistent with UML usage
.A component is a modular unit with well-defined interfaces that is replaceable within its environment. A component can always be considered an autonomous unit within a system or subsystem. It has one or more provided and/or required interfaces, and its internals are hidden and inaccessible other than as provided by its interfaces. 

Each CIMSS defines the interfaces that the service exposes to its environment, bindings to information models relevant to the domain, extension points for choreographies to reference and use the service, and finally the service’s dependencies on capabilities provided by other components in its environment. Dependencies in the CIMSS relate to services that have or may in future have a CIMSS at a similar level; detailed dependencies on low-level utility services or on technology bindings should not be included, as that level of design is not in scope for the CIMSS.

The manner in which services and interfaces are deployed, discovered, and so forth is outside the scope of the CIMSS. However, a CIMSS may reference content from other areas of architectural work that deal with architecture, deployment, naming and so forth. Except where explicitly specified, these references are to be considered informative only. All other interactions within the scope of the scenarios identified above are in the scope of the CIMSS. 

Reference may be made to other specifications for interface descriptions, for example where an interface is governed by an existing standard.

Source Documents

It is intended that the CIMSS is created from and kept up to date with other standard project artifacts/work products.  For example the vision for the service could be pulled from the project vision document.  

Below is a lost of artifacts/work products that could be used as sources for the CIMSS.  Note: The list of documents a project might have and use is not to be constrained by this list.

· Vision/Scope Document

· Business Case Document

· Use Case Model

· Analysis Model

· Design Model

· Information Model

· Architectural Diagrams/Document/Models

· User Interface Model

· Conformance Statements

· Standards Documents

· Glossaries

Stakeholders

The following is an enumeration of stakeholder’s types that responsible for the creation, review, and acceptance of the CIMSS.

	Stakeholder
	Description
	Job
	Perspective

	Executive/Business Representative
	Representative who holds the businesses interest from a management perspective.
	Inform
	Enterprise, Informational

	Subject Matter Expert
	Expert in the subject area of the addressed by the service.
	Inform
	Enterprise, Informational

	Analyst
	Those responsible for interacting with Executives, Business Representatives, and Subject Matter Experts in order to break the business cases into requirements and storyboards.
	Inform, Write, Edit, Review
	Enterprise, Informational

	Architect
	Those responsible for the overall service design including:  structure, decomposition, profiles, and system interaction details.
	Inform, Write, Edit, Review
	Computational, Engineering, Technical

	Project Team Member
	Responsible for some part of service implementation.
	Inform, Write, Edit, Review
	Computational, Engineering, Technical


Contributions back to NCI Core Specification Stack
Refer any sections developed as part these document which can be useful to the NCI Core Specification Stack back to the ESST team for their inclusions
Legend
	Type of text
	Color
	Font
	Style

	Instructions
	Red
	Times New Roman Size 12 pt.
	Italics

	Examples
	Blue
	Courier New Size 12 pt.
	Regular

	Content
	Black
	Times New Roman Size 12 pt.
	Regular


Note : 

1. Red: Represents all the instruction provided to the user of the document to follow
2. Blue: Represents notional examples provided for the user’s understanding
a. Example diagram are provided with a blue border
3. Neither Instructions nor Examples should appear in the final specifications created

4. All the text in the final specifications document should be on black only (unless highlighting is specifically needed)
1 Overview
Potential Source:  (Vision/Scope Document, Business Case Document, Program Initiation Plan)
1.1 Service Description and Purpose

Give a brief description of the service and its purpose in business terms. This may include:
· Description of the Service
· Business purpose of the specification

· Brief description of the functional capabilities in business terms
· Potential value to cancer centers, NCI, vendors, NIH partners – anyone else outside.

1.2 Scope

· Describe the overall potential scope of the service. 

· Are any items being specifically excluded from the scope
· These scope items should be obtained from the Service Scope Document or other relevant documents
	Items
	Scope / Out of Scope
	Source

	Providing the ability to manage and report Adverse Events


	Scope
	Adverse Event Service Scope Document

	Providing Adverse Events data to other systems that need it
	Scope
	Adverse Event Service Scope Document

	Federated Multi Site Adverse Event Reporting
	Out of Scope
	Adverse Event Service Scope Document

	
	
	


1.3 Assumptions

Fill out the below table for to identify any assumptions made in developing this document. Most of the assumptions can be obtained from the Scope Document for the service or other relevant documents.
	Assumption
	Affects
	Source

	It is assumed that this service will be used for adverse events observed during a clinical trial, thus the pre-conditions of an existing valid Study, Participant, and Course/Reporting Period must be met.
	Information about the adverse event must be available at time of entry
	Adverse Service Event Scope Document

	There will be multiple sources of data for a single adverse event.  For example, an adverse event may be initiated via a Lab System, information regarding the treatment of the event may be sent via a hospitals electronic health record, and the course on which the event occurred may come from a participant calendar system.
	There needs to be many ways to initiate an adverse event.  Adverse events will need to be updated
	Adverse Event Service Scope Document

	
	
	


2 Computational Independent Model

2.1 Business Model
Potential Source:  (Vision and Scope Document, Enterprise Use Cases, Storyboard Document)
Define a set of business scenarios in which the Service will be used. This should be sufficient, but NOT exhaustive. Rigorous definition of Business Processes, BAMs and/or Enterprise Use Cases should be defined elsewhere and referenced in Appendix B.
2.1.1 Business Storyboards

Provide an overview of the business scenario which the story board below will be describing. Also set the context in which this scenario is occurring. Also provide the motivation for conducting the particular scenario. 
2.1.1.1 Primary Actors

Provide listing of all the actors that are used in the storyboards below. 
2.1.1.1.1 People Actors

Provide listing of the Persons that participate in the storyboards below. They are people who would be using the system on a day to day basis to perform their business operations.  Many of these people might be using either of the system actors listed below to interact with the service
	Name
	Role
	Notes

	Dr. David Jones 
	Healthcare Provider
	

	Lucy Taylor
	CRA  
	

	Jerry Carlos
	Subject/Patient
	

	John Miller
	Laboratory Technician
	


2.1.1.1.2 System Actors
Provide listing of the systems that participate in the storyboards below. They are systems which various people actors will use above to interact with the service. Note: It is possible to have a system actor which could be interacting directly to the service (with involvement of a people actor)  
	Name
	Notes

	her System
	Electronic Health Record System

	CDMS
	Clinical Data Management System


2.1.1.2 Detailed Story Boards

2.1.1.3 AE-SB1 – Patient Reported Outcomes
	Outline
	Patient Reports an adverse event during a routine doctor’s visit



	Detail
	Jerry Carlos (the patient/subject) visits health care provider Dr. David Jones for a routine exam as part of the Study he is participating in. 

During the exam Dr. Jones discovers that Jerry has developed a headache that coincides with one of his Investigational New Drug (IND) treatments. 

Dr. Jones records this as a potential adverse event in his EHR system. 

EHR system electronically reports this finding to an Adverse Event Management System for this clinical trial using the Adverse Event Service. 

The Adverse Event Management System initiates the Adverse Event reporting process based on the defined business process


Fill out the table in each case for each storyboard. 

2.1.1.4 AE-SB2 – Lab Initiated Adverse Event
	Outline
	A Lab Technician reports an adverse event based on their protocol and grading system 

	Detail
	<details here>


2.1.1.5 AE-SB3 – CDMS Initiated Adverse Event
	Outline
	A Clinical Research Administrator notices a potential adverse event and enters it into the CDMS system 

	Detail
	<details here>


2.1.2 Business Workflows

Provide a UML Activity diagram at a minimum for the overall storyboard [Mandatory], or Activity diagrams for each storyboard if their complexity warrants [Optional]. Activity diagram(s) should contain swim lanes to show which activities are completed by each Actor.
You can alternatively also provide UML sequence diagrams to show the interactions depicted in the storyboards

2.2 Information Model

NOTE: A service can adhere to more than one information model at the CIM level. E.g. The service has to adhere to BRIDG v3.0.1 based semantics as well as HL7v2 based semantics in that case, both the information model should be described here as different subsections
2.2.1 Information Model - <name of the model>
The DAM (Domain Analysis Model) generated during the requirements and analysis phase includes a Domain Information Model. The DIM contains the classes, attributes, binding to data types, and, optionally, the value sets for coded attributes for a domain. It may re-use classes defined in other clinical or administrative information domains (like leveraging an existing industry standard model like the BRIDG). A HL7 D-MIM is semantically equivalent to a Design Information Model (DIM) in the sense that it contains all the classes, attributes, and associations required to describe the information shared in a specific business area or topic. 

A service can create their own information model which is a subset of the DIM from the one of the approved Domain Analysis Models (DAMs) across NCI’s CBIIT namely BRIDG, LS-DAM etc. This service specific information should contain the classes that are used by the Service capabilities.
Include a UML diagram for the Project Specific Analysis Model which is a subject of the approved DAM or the DAM itself if the Project Specific Analysis Model doesn’t exist.

2.2.1.1 State Diagrams
The DIM’s contain specific focal classes (those classes identified to be of interest in the requirements analysis phase). A state diagram can be created to document the allowed states and transitions between them for such entities in the real-world domain under analysis. 
The states shown on the diagram will most likely correspond to actual domain states, which eventually can be mapped to HL7 pre-defined states (e.g., active, completed, suspended, or terminated) for HL7 RIM classes (e.g., Act, Managed Participation, Role, and Entity)
NOTE: Since the DAMs are already mapped to HL7 RIM model, you can just include the HL7 state transition diagrams is they are applicable directly. Else, provide a business level state transition diagram here.

If the service requires detailed analysis then the state diagrams can be provided at the PIM level
2.3 Functional Model
2.3.1 List of Capabilities
List the Capabilities provided by the Service, together with a brief description of each. 

	Name
	Description

	Initiate an Adverse Event
	This function is used to initiate an AE from any source, It requires an AE Object, but that object may not have all fields filled in.

	Update an Adverse Event
	This function is used to update an AE.  The ID is used to determine which AE to update

	Retrieve an Adverse Event
	etc.

	
	


The primary source for this section is the Business Scenarios and other external business process / use case material. These identify the capabilities that are needed in the Service.  For each Capability there should be a separate table that defines the key interface information. 
2.3.2 Detail of the Capabilities
Fill in the following table for EACH capability
[M]: Are mandatory sections. If there are no relevant inputs for these section then mention None or Not Application.

[O]: Are optional sections

	Name [M]
	Initiate Adverse Event

	Description [M]
	Allows a client system to initiate an Adverse Event. E.g. when lab system finds that there is abnormal or out of range lab results on a given patient it can initiate Adverse Event using this capability.
Initiate means create a record in the adverse event system with all required fields populated.
If successful, an instance of an AdverseEvent is returned with a generated Identifier. A properly formed and returned AdverseEvent class with identifier is an acknowledgement that the Adverse Event is initiated and reporting business process has started

	Pre-Conditions [M]
	Study exists
Patient exists

Patient is enrolled in the study and has a study subject identifier

	Security Pre-Conditions [M]
	Access control mechanism needs to be in place to ensure that the user is logged in and has valid privileges of a Study Administrator to initiate an Adverse Event

	Inputs [M]
	Adverse Event information

Study Identifier
Patient Identifier

	Outputs [M]
	AdverseEvent Identifier
Adverse Event Class

	Post-Conditions [O]
	An Adverse Event is initiated on the system

	Exception Conditions [M]
	Invalid Adverse Event Class representation

Specified Protocol is invalid

Invalid data type or code value for any attribute

Participant is not registered in the specified protocol as a subject

	Aspects left for Technical Bindings [O]
	Where identifier is not part of the input, some means is necessary to identify potential duplicates. This may necessitate matching on other key attributes

	Notes [O]
	


3 Profiles

Use the following sources to identify the profiles:  (Architectural Documents/Diagrams, Business Case Document, Analysis Model, Other Conceptual Models, Information Model, Use Case Model, Standards Documents)
Define Functional Profiles, Semantic Profiles and Conformance Profiles.

Semantic Profile: identification of a named set of information descriptions (constrained information models) that are supported by one or more operations.
Conformance Profile: this is a combination of a set of functional and semantic profiles taken together, optionally with additional usage context information to give a complete coherent set of capabilities against which conformance can be claimed. 

3.1 Functional Profiles
Functional Profiles are simply a Grouping of capabilities for conformance management purposes. Functional Profile: a named list of a subset of the operations defined within this specification which must be supported in order to claim conformance to the profile.
This grouping is generally done based on the consumer of the operations. All similar operations which are to be consumed by a singular or similar clients / users should be exposed collectively as a functional profile. Eg. All the reporting operations can be clubbed into a Report Profile or all the Administrative functions to be used by the admins can be clubbed into a functional profile
Complete the table below for each Functional Profile. Briefly describe each profile and the business context in which it may be used. Also provide a grouping of the capabilities that will be included in each of the profile. NOTE: A capability can appear in more than one profile.
	Functional Profile No.
	Functional Profile Name
	Functional Profile Description
	Capability Name

	AE-FP1
	AE Query
	
	· Find Adverse Events

· Retrieve Adverse Events

· Retrieve Audit Trail of Adverse Event

	AE-FP2
	AE Full Management
	This Profile contains all update operations.  Etc…..
	· Initiate an Adverse Event

· Update an Adverse Event

· Request to change a state of an Adverse Event

· Find Adverse Events

· Retrieve Adverse Events
· Get Status of a State Change Event

	AE-FP3
	AE Basic Management
	This profile provides a minimum bar for functional capabilities, with just the Initiate, Update, Find and Retrieve capabilities.
	· Initiate an Adverse Event

· Update an Adverse Event

· Find Adverse Events

· Retrieve Adverse Events

	AE-FP4
	AE Associate
	
	· Associate Local ID with an existing Adverse Event

· Associate Adverse Events

· Get Associated Adverse Events

· Dissociate an Adverse Event

	AE-FP5
	AE Publication
	
	· Subscribe to an Adverse Event and its Updates

· Unsubscribe to Adverse Event Updates


3.2 Semantic Profiles
Semantic profile comprises of the Information model which the service has to adhere to. These information models are described above. A service can support more than one semantic profile. E.g. BRIDG v3.0.1 based semantic profile and HL7v3 based semantic profile. For each of such Semantic Profile, complete the following table.
	Semantic Profile No.
	Semantic Profile Name
	Constrained Information Model
	Semantic Profile Description

	AE-SP1
	BRIDG V3.0.1 Adverse Event
	BRIDG V3.0.1 Adverse Event Class


	

	AE-SP2
	HL7v2 based Adverse Event
	HL7v3
	


3.3 Conformance Profiles

Conformance profiles are the key element against which service implementations claim conformance. Each Compliance profile should contain the following
1. One or more Functional Profile – Collection of functionality which this compliance profile will exhibit.

2. One and only one Semantic Profile – The semantics of the input and output parameters which should be used for the functionality mentioned above. 

Complete the table below for each Conformance Profile.

	Conformance No
	AE-CP1

	Conformance Name
	BRIDG based AE Full Management Conformance Profile

	Description
	This is the conformance profile defines only the Management functionality for the Adverse Event Service using BRIDG based semantics

	Usage Context
	Describe business situations in which this would apply. Describe the consumers who would be using this conformance profile

	Mandatory
	Yes

	Functional Profile(s)
	AE-FP2 : AE Full Management

	Semantic Profile(s)
	AE-SP1 : BRIDG V3.0.1 Adverse Event


	Conformance No
	AE-CP2

	Conformance Name
	BRIDG based Entire AE Conformance Profile

	Description
	This is the conformance profile defines the entire functionality for the Adverse Event Service using BRIDG based semantics

	Usage Context
	Describe business situations in which this would apply. Describe the consumers who would be using this conformance profile

	Mandatory
	No

	Functional Profile(s)
	AE-FP1 : AE Query, AE-FP2 : Full Management, AE-FP3 : Basic Management, AE-FP4 : AE Associate, AE-FP5 : AE Publication

	Semantic Profile(s)
	AE-SP1 : BRIDG V3.0.1 Adverse Event


4 Dynamic Model
4.1 Runtime Interaction Details

Use the following as source information to identify the system interactions: (Architectural Documents/Diagrams, Business Case Document, Analysis Model, Other Conceptual Models, Information Models, Use Case Model, Standards Documents, and Conformance Statements)
This section should be used mainly where there are complex sets of interactions or dependencies or where there are business scenarios that use multiple operations of the Service in specific sequences

· Where necessary, include a diagram illustrating any complex storyboards in Section 2. May use any well known, reasonable mechanism for communicating the information, (e.g. UML Activity Diagrams, Collaboration Diagrams or Sequence Diagrams )
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5 Non Functional Requirements

5.1 Implementation Considerations
Although this is a Conceptual Specification of a Service Interface, there are some considerations that are known with respect to the underlying implementation of the service and its supporting environment. 
	Implementation Considerations
	Impacts

	· Service implementation must provide adequate logging capabilities
	Due to requirement of 


5.2 Deployment Considerations
	Deployment Considerations
	Impacts

	Several parts of this specification that can support different federation models, and also draw distinctions between what can be federated and what cannot. 

· Management operations are intended to be deployed locally within a domain that has a consistent set of rules, policies, and human mediation components

· Reporting operations may be deployed to take into account super-organizational, regional, or even national information.
	The system may have to be configured such that specific profiles are served by different processes.


5.3 Jurisdictional Considerations

	Jurisdictional Considerations
	Impacts

	· There service will be installed at NCI
	The service developed needs to adhere to FISMA, Common Rule etc.


6 Conformance Statements
Use the following for the source for the conformance and security assertions: (Architectural Documents/Diagrams, Business Case Document, Analysis Model, Other Conceptual Models, Information Model, Use Case Model, Standards Documents, and Conformance Statements)
· Enumerate conformance statements
· Attempt to tie these statements to FIT Metrics – verifiable criteria that can be tested.
· Include Security statements
6.1 Compliance Statements
These are testable, verifiable statements made in the context of a single RM-ODP Viewpoint (ISO Standard Reference Model for Open Distributed Processing, ISO/IEC IS 10746|ITU-T X.900). They may be made in four of the five RM-ODP Viewpoints, i.e. Enterprise, Information, Computational, and/or Engineering. The Technology Viewpoint specifies a particular implementation/technology binding that is run within a ‘test harness’ to establish the degree to which the implementation is conformant with a given set of Conformance Assertions made in the other RM-ODP Viewpoints. They are conceptually non-hierarchica, but may have hierarchical relationships within the same Viewpoint (i.e. be increasingly specific).  They are not, however, extensible in and of themselves.

Note that at the CIMSS level, many of the statements may be more oriented towards compliance of subsequent artifacts, e.g. PIMs, PSMs. As these are refined in the PIM and PSMs, these will be more oriented towards testable conformance criteria. 
A comprehensive list of possible conformance statements has been created and is available at the following location: https://gforge.nci.nih.gov/plugins/scmsvn/viewcvs.php/trunk/documents/artifact_templates/conceptual/ConformanceStatements.doc?root=candc&view=log. Specification creators can choose the applicable conformance statements for their service and add them below. Some of the example conformance statements are shown below.
	Name
	Type
	Compliance Profile
	Viewpoint
	Description
	Test method

	Query Performance
	Obligation
	AE Query BRIDG v3.0.1
	Engineering
	The AE Query Profile should provide a response within 0.5 seconds to support a synchronous UI based client
	1.  Test cases to include performance testing.

	Local Deployment
	Obligation
	AE MGMT BRIDG v3.0.1
	Technology
	The AE Management profile should be deployed only within organization boundary restricting access and visibility to the external world
	1. Test cases to be defined to test for network access

	Secured Access
	Obligation
	AE Query BRIDG v3.0.1

AE MGMT BRIDG v3.0.1
	Engineering
	The AE service should have access control mechanism in place to restrict access to the secured data
	1. Design review
2. Test cases to be defined for security

	Additional Functionality
	Permission
	AE Query BRIDG v3.0.1

AE MGMT BRIDG v3.0.1
	Computational
	The AE service can provide additional functionality other than specified in these specifications
	1. Design Review

	Semantic Model
	Obligation
	AE Query BRIDG v3.0.1

AE MGMT BRIDG v3.0.1
	Informational
	The AE service must support NCI’s version of BRIDG 3.0.1 model in all their operations
	1. Design Review

	
	
	
	
	
	

	
	
	
	
	
	


7 Appendix A - Relevant Standards

· Review of potentially relevant standards, including a short-list of applicable standards. 

· For each applicable standard (this may include citations to standards themselves, information content, portions of standards, etc.   Demonstrate that “you are not re-inventing the wheel”):

· A short review that explains its intended relationship to this specification 

· What are the relevant parts that are being re-used, extended, etc?
· Include context of how the service relates to the existing standard.

· How does this work relate to similar work; 

· What are the implications if this service is used in an environment that has already adopted a competing or closely related standard

· If there is relevant realm work, a traceability matrix would be useful here {for instance, U.S. Federal Enterprise Architecture/Service Reference Model} 
	Name
	Description
	Location

	BRIDG v3.0.1
	BRIDG model used for modeling the AE Service
	https://gforge.nci.nih.gov/frs/download.php/5009/BRIDG_Release_3.0.1_Package.zip

	HL7v3
	Health Level 7 version 3
	http://www.hl7.org/implement/standards/v3messages.cfm 

	
	
	

	
	
	

	
	
	


8 Appendix B - References

Fill out the below table for to identify what sources were used to create this document
	Name
	Description
	Location

	BRIDG v3.0.1
	BRIDG model used for modeling the AE Service
	https://gforge.nci.nih.gov/frs/download.php/5009/BRIDG_Release_3.0.1_Package.zip

	caAERS Use Case Document
	Document containing use cases for the caAERS application
	https://wiki.nci.nih.gov/display/CTMS/Use+Cases+-+caAERS 

	
	
	

	
	
	

	
	
	


9 Appendix C - Glossary  

Citation of terms specific to this functional specification and not included in the overall caBIG Glossary
	Term
	Description

	BRIDG
	The Biomedical Research Integrated Domain Group (BRIDG) has developed a comprehensive domain analysis model representing biomedical/clinical research.

	
	

	
	

	
	

	
	


10 Appendix D – Cross Reference Tables

10.1 List of Storyboards

Provide a listing of all the storyboard and their sources. The possible sources could be the Business Architecture Model, Use Case Documents etc. If possible also provide the exact section within that document from which the storyboard is derived. A URL pointer to the document can be useful.
	#
	Name
	Description
	Source

	AE-SB1
	Patient Reported Outcome
	Patient Reports an adverse event during a routine doctor’s visit
	CTMS BAM Section 1.4.2

	AE-SB2
	Lab initiated Adverse Event
	A Lab Technician reports an adverse event based on their protocol and grading system
	caAERS Use Case Document: Use Case No 4

	AE-SB3
	CDMS Initiated Adverse Event
	A Clinical Research Administrator notices a potential adverse event and enters it into the CDMS system
	CTMS BAM 1.4.6

	AE-SB4
	Processing of Adverse Event
	A clinical Research Associate obtains the Adverse Event and adds information to it
	caAERS Use Case Document: Use Case No 6

	AE-SB5
	Reporting of Adverse Event
	The Adverse Event is reported to the various protocol stakeholders
	caAERS Use Case Document: Use Case No 2


10.2  Storyboards to Capabilities Mapping 
Provide a mapping of the capabilities back to the storyboards from which they were deduced. Also provide the associated profiles and the actors 
	#
	Storyboard
	Capabilities
	Functional Profiles

	AE-SB1
	Patient Reported Outcome
	Initiate AE

Update AE
	AE Management

	
	
	Query AE
	AE Query

	AE-SB2
	Lab initiated Adverse Event
	Initiate AE

Update AE
	AE Management

	
	
	Query AE
	AE Query

	AE-SB3
	CDMS Initiated Adverse Event
	Initiate AE

Update AE
	AE Management

	
	
	Query AE
	AE Query

	AE-SB4
	Processing of Adverse Event
	Update AE
	AE Management

	
	
	Query AE
	AE Query

	
	
	Publish AE
	AE Publication

	AE-SB5
	Reporting of Adverse Event
	Generate Report
	AE Report


10.3 Actors
Provide a listing of all the actors used within the story board and provide details of their interactions with the service at the profile level
	Actors
	Functional Profile
	Type
	Operations used 

	Electronic Health Record System
	AE Management
	Client
	Stores medical records, client of the AEMS

	Health Care Provider
	AE Management
	Person
	Enters the Adverse Event

	Adverse Event Management System
	AE Management
	Service
	Supports CRUD API for Adverse Events

	Clinical Research Associate
	AE Query
	Person
	Retrieves a specific Adverse Event Record

	Electronic Health Record System
	AE Query
	Client
	Client of the Adverse Event Management System

	Adverse Event Management System
	AE Query
	Service
	Supports the Query API for Adverse Events


�	 It is expected that services will be defined, in response to the OMG RFP process, as UML components, however that level of design is outside the scope of the Functional Model.
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